EXCERPT FROM TEXAS HIGHWAY PATROL MANUAL
05.05.25.00 LICENSE PLATE READER POLICY
05.05.25.01 Purpose
The purpose of this policy is to establish uniform procedures and guidelines for the proper use and application of a License Plate Reader (LPR) system by Department personnel for traffic law enforcement activities.

05.05.25.02 License Plate Reader Definitions
1. Hot List: A list of license plates associated with vehicles of interest to law enforcement compiled from the National Crime Information Center (NCIC) and the Texas Crime Information Center (TCIC).

2. License Plate Reader (LPR): also known as an Automatic License Plate Recognition or Automated License Plate Reader (ALPR). A specialized system consisting of equipment designed to read and check license plates to compare images to lists of known plates of interest. An LPR may be mounted in a vehicle or in a fixed location.
3. LPR Data: License plate data captured within public view by the LPR. This includes license plate numbers, latitude and longitude coordinates indicating where the plate was captured, and the date and time of the capture.
05.05.25.03

1. LPR Policy.

It shall be the policy of the Texas Department of Public Safety to enhance patrol capabilities by utilizing License Plate Readers (LPRs) to scan, detect, and identify license plate numbers which appear on selected Hot Lists. Operators shall receive the appropriate training before using the device. All LPRs will be used and maintained in accordance with the Department’s recommendations. LPR RELATED DATA OBTAINED BY THIS DEPARTMENT SHALL BE USED FOR OFFICIAL LAW ENFORCEMENT PURPOSES ONLY.

2. Training

a. Only those Operators who have been properly trained will operate the LPR while on duty.

3. Procedures

a. The LPR equipment passively reads the license plates of moving or parked motor vehicles using LPR optical character recognition technology and compares them against a Hot List.

b. As soon as practicable, when the entering party is made aware that the information entered is no longer valid, the information shall be removed from the NCIC/TCIC system.

c. During operation, LPR "hits" are indicated by a visual and/or audible alarm. An LPR "hit" shall not be used as a reason for a traffic stop or enforcement contact until all provisions contained in this section have been satisfied. Contact with the vehicle and its occupants shall only be made after the "hit" is verified.

d. An alert alone shall not be the basis for law enforcement action. The operator should first confirm that the license plate from the alert matches the license plate of the observed vehicle. In all cases, the operator receiving the notification must visually verify that the Hot List entry matches the digital image displayed by the LPR and that the entry is still valid within NCIC/TCIC. If for any reason the plates do not match or the entry is no longer valid, the "hit" will be rejected.

e. Prior to taking any enforcement action, the operator must receive verification from NCIC/TCIC, MDT, dispatch, etc. verifying the license plate is still stolen, wanted, or of interest before proceeding.

f. Officers conducting a traffic stop based on a confirmed LPR alert will consider the level of risk associated with the nature of the offense and ensure that their response complies with applicable law and Department policy.
05.05.25.04 Data Security and Access
1. The use of the LPR system and LPR data is restricted to law enforcement and public safety related missions of the Department.

2. LPR systems, associated equipment, and databases are authorized for official public safety purposes only. Misuse of this equipment and associated databases or data may be subject to disciplinary action.

3. LPR systems, LPR data, and associated media are the property of the Department and intended for use for official law enforcement purposes only.

4. Data held by the LPR system may be accessed by any trained LPR operator. Data should be protected as per CJIS Policy.

5. Shared law enforcement access to stored LPR data.

a. LPR data may be released to other authorized and verified law enforcement agencies for legitimate law enforcement purposes. The LPR database may be accessed by law enforcement agency members participating in the Texas License Pate Reader Program. Participating members must adhere to applicable user agreements.

b. Stored LPR data may be combined with LPR data collected by two or more law enforcement agencies {e.g., collection of stored data by DEA and HIDTA}, provided that such aggregated data shall only be retained, accessed, and used in accordance with applicable departmental policy and applicable laws.

6. The following uses of the LPR system are specifically prohibited:

a. Invasion of Privacy. Except when done pursuant to valid legal authority , individuals will not use  the LPR to record license plates except those of vehicles that are exposed to public view (e.g., vehicles on a public road or street, or that are on private property but whose license plate(s} are visible from a public road, street, or a place to which members of the public have access, such as the parking lot of a shop or other business establishment).
b. Discriminatory Use. Individuals will not use the LPR or any LPR system or database to initiate or engage in investigative or enforcement activity—including searches, seizures, traffic stops, and arrests—solely based on an individual’s ethnicity, race, sex, gender, religion, political affiliation, or protected First Amendment right.

c. Harassment or Intimidation. Individuals will not use the LPR system to harass or intimidate any individual or group.

d. Personal Use. Individuals will not use the LPR system or associated data or hot lists for any personal purpose.

05.05.25.05 Retention
1. Data and images gathered by the LPR system are for official use of the Department and may contain confidential information. Any request under the Public Information Act to view such data, or any subpoena for such information, must be reviewed and approved by the Office of General Counsel before such information is released. LPR information gathered and retained by the Department may be used and shared with prosecutors or others only as permitted by law.

2. Collection and retention of LPR data is subject to the following guidelines:

a. Files will be transferred from the mobile units to the secured server in accordance with Departmental policy.

b. All LPR system information and data shall be retained in accordance with the Department’s record retention schedule and state record retention laws.

c. As soon as practicable, LPR data that has become or is reasonably likely to become evidence in a criminal or civil action, is linked to a criminal investigation, or is subject to a lawful action to produce records, shall be preserved.
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